EDUCAUSE Live! Participant Chat: Links and Abbreviated Transcript 
Security Awareness and Communication in the C-Suite
October 4, 2012: 1:00 p.m. ET (UTC-4; 12:00 p.m. CT, 11:00 a.m. MT, 10:00 a.m. PT)


Session Links:
· Cybersecurity Awareness Resource Library (materials for higher ed): https://wiki.internet2.edu/confluence/display/itsg2/Cybersecurity+Awareness+Resource+Library
· Resource Kit: https://wiki.internet2.edu/confluence/display/itsg2/NCSAM+Resource+Kit
· NCSAM events or activities, check out what almost 100 institutions are doing this year: https://wiki.internet2.edu/confluence/display/itsg2/NCSAM+Resource+Kit 

Abbreviated Session Chat:
Don Volz, Texas State: (13:07) Many CISOs in H. Ed. are not cabinet-level execs but report to the CIO or the Provost.What different advice do you have for CISO's who occupy this level on the org chart?

Carlyn - Rice: (13:19) How do you talk to C-Suite execs about IT Security in phrases, examples they understand and still communicate the seriousness of the threat or vulnerability?

Nancy: (13:23) Does the banking example support the concept of a national cybersecurity plan or even regulations?

Tom Knab, Case Western Reserve U: (13:30) What is 'security life cycle'?

Don Volz, Texas State: (13:31) I perceive the public to be more forgiving of an entity suffering a breach than they are of the entity mishandling the breach communication/outreach with the impacted customers.Would you agree or disagree?

Matt Watson, CSU-Pueblo: (13:44) What are your thoughts about SANS' Security Roadmap and the 20 critical controls for effective cyber defense?

